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Abstract of the contribution: This contribution proposes how to initiate the update of the Allowed NSSAI by the network.
1.	Discussion
According to the current TS 23.501, if the network wants to change the set of the network slice that the UE is using, the network notify the UE with new set of NSSAIs. But it is unclear which procedure has to be used for the notification initiated by the network. There can be some candidate network initiated procedures for this purpose.
1) Deregistration procedure
This may be suitable for some case, e.g. in case of AMF relocation, if the network doesn’t allow the direct transfer between the source AMF and the target AMF when the AMF belongs to other registration area or needs to be isolated. In such cases, session and service continuity doesn’t have to be considered or shall not be considered, where the deregistration procedure is suitable. Maybe some additional information would be required for the deregistration procedure, e.g. updated NSSAI values, indication to initiate (re-)registration procedure. Most of ongoing session would be released.
However, if the case is other than specified above, e.g. direct context transfer between AMFs is allowed by the network, deregistration and re-registration seems not efficient. So we would like to propose that deregistration procedure can be used for the network to change the set of NSSAIs that the UE is using, only if the network does not allow the direct redirection between AMFs, or if the target AMF is an isolated AMF from other AMFs.
2) Paging procedure
This doesn’t need to be considered. 1. Paging is only applicable to CM-IDLE state, and 2. NSSAI cannot be transferred using paging message. 
In case of the UE in CM-IDLE state, the network may page first for network initiate service request procedure, and then the network can notify the change of NSSAI set after the UE goes into CM-CONNECTED state.
3)  UE Configuration Update procedure
In SA2#120 meeting, SA2 agreed to introduce Generic UE configuration update procedure, which is used for the network to update some configuration information, or other settings in the UE in CM-CONNECTED state. The network can utilize this procedure for updating the set of NSSAI that the UE is allowed to use, by providing new set of NSSAI in the UE configuration update request message.
The UE’s response is up to the UE’s situation: if the UE has to do nothing but acknowledging the update of Allowed NSSAI, then the UE can respond with “UE configuration update complete” message as specified in the UE configuration update procedure, which is a 2-way handshake procedure. On the other hand, if the UE wants to request additional S-NSSAI other than received values (e.g. S-NSSAI in the Configured NSSAI that was not requested previously), then the UE can initiate a registration procedure, and then the network confirm with the registration accept message. This is a 3-way handshake procedure.
Proposal 1. The deregistration procedure can be used for the network to change the set of NSSAIs that the UE is using, when the network does not allow the direct redirection between AMFs, or if the target AMF is an isolated from other AMFs.
Proposal 2. The Generic UE configuration update procedure is used for for the network to change the set of NSSAIs that the UE is using. The UE can responds with either 2-way or 3-way handshake.

2.	Proposal
According to the discussion above, we would like to propose to add the following texts in TS 23.501

* * * * Start of 1st Change * * * *
[bookmark: _Toc476480171]5.15	Network slicing
[bookmark: _Toc480388584]5.15.5	Detailed Operation Overview
[bookmark: _Toc480388585]5.15.5.1	General
The establishment of User Plane connectivity to a Data Network via a Network Slice instance(s) comprises two steps:
performing a RM procedure to select an AMF that supports the required Network Slices
establishing one or more PDU session to the required Data network via the Network Slice Instance(s)
[bookmark: _Toc480388586][bookmark: _Toc476480176]5.15.5.2	Selection of a Serving AMF supporting the Network Slices
[bookmark: _Toc480388587]5.15.5.2.1	Registration to a Set of Network Slices
5.15.5.2.1.1	UE with Configured or Allowed NSSAI for the PLMN
When a UE registers with a PLMN, if the UE for this PLMN has a Configured NSSAI or an Allowed NSSAI f, the UE shall provide to the network in RRC and NAS layer a Requested NSSAI containing the S-NSSAI(s) corresponding to the slice(s) to which the UE wishes to register, in addition to the Temporary User ID if one was assigned to the UE.
The Requested NSSAI may be either:
-	the Configured-NSSAI, or a subset thereof as described below, if the UE has no Allowed NSSAI for the current PLMN; or
-	the Allowed-NSSAI, or a subset thereof as described below, if the UE has an Allowed NSSAI for the current PLMN, or
-	the Allowed-NSSAI, or a subset thereof as described below, plus one or more S-NSSAIs from the Configured-NSSAI for which no corresponding S-NSSAI is present in the Allowed NSSAI and that were not previously permanently rejected (as defined below) by the network for the present tracking area.
The subset of Configured-NSSAI consists of a combination of S-NSSAIs including one or more S-NSSAI(s) in the Configured NSSAI applicable to this PLMN, if the S-NSSAI was not previously permanently rejected (as defined below) by the network for the present tracking area, or was not previously added by the UE in a Requested NSSAI.
The subset of Allowed NSSAI consists of a combination of S-NSSAIs including one or more S-NSSAI(s) in the last Allowed NSSAI for this PLMN.
The UE may provide in the Requested NSSAI an S-NSSAI from the Configured NSSAI that the UE previously provided to the serving PLMN in the current registration area.
The UE shall include the Requested NSSAI at RRC Connection Establishment and in NAS messages. The RAN shall route the NAS signaling between this UE and an AMF selected using the Requested NSSAI obtained during RRC Connection Establishment. If the RAN is unable to select an AMF based on the Requested NSSAI, it routes the NAS signalling to an AMF from a set of default AMFs.
Editor's note:	Whether NSSAI in RRC and NAS are exactly the same, is to be determined.
If the UE provides no Requested NSSAI, the network behaviour is the same as described in section 5.15.5.2.1.2.
Upon successful Registration, the UE is provided with a Temporary ID by the serving AMF. The UE shall include this Temporary ID in any RRC Connection Establishment during subsequent initial accesses to enable the RAN to route the NAS signalling between the UE and the appropriate AMF.
Editor's note:	Aspects of uniqueness of the Temporary ID are addressed in the discussion on registration management.
The serving PLMN may also return a new Allowed NSSAI identifying the Network Slices permitted by the serving PLMN for the UE. The UE shall store this new Allowed NSSAI and override any previously stored Allowed NSSAI for this PLMN, as described in clause 5.15.4.
The network may individually reject an S-NSSAI provided by the UE in the Requested NSSAI with a rejection cause. The network may also indicate if the rejection is permanent (e.g. the S-NSSAI is not supported by the PLMN in at least the current registration area) or temporary (e.g. the Network Slice corresponding to the S-NSSAI is temporarily unavailable).
NOTE:	The exact details of rejection causes will be defined by stage 3.
When receiving from the UE a Requested NSSAI and a Temporary ID in RRC, if the RAN can reach an AMF corresponding to the Temporary ID, then RAN forwards the request to this AMF. Otherwise, the RAN selects a suitable AMF based on the Requested NSSAI provided by the UE and forwards the request to the selected AMF. If the RAN is not able to select an AMF based on the Requested NSSAI, then the request is sent to a default AMF.
5.15.5.2.1.2	UE without any NSSAI for the PLMN
When a UE registers with a PLMN, if for this PLMN the UE has no Configured NSSAI or Allowed NSSAI, the RAN shall route all NAS signalling from/to this UE to/from a default AMF. The UE shall not indicate any NSSAI in RRC Connection Establishment or Initial NAS message unless it has a Configured NSSAI or Allowed NSSAI for the corresponding PLMN. Upon successful Registration, the UE is provided with a Temporary ID by an AMF in this PLMN as well as with an Allowed NSSAI identifying the slices permitted by the serving PLMN for the UE, which are part of the subscribed default S-NSSAI(s) of the UE. The UE shall include this Temporary ID in any RRC Connection Establishment during subsequent initial accesses to enable the RAN to route the NAS signalling between the UE and the appropriate AMF.
[bookmark: _Toc480388588]5.15.5.2.2	Modification of the Set of Network Slice(s) for a UE
The set of Network Slices for a UE can be changed at any time while the UE is registered with a network, and may be initiated by the network, or the UE under certain conditions as described below.
The network, based on local policies, subscription changes and/or UE mobility, may change the set of permitted Network Slice(s) to which the UE is registered. The network may perform such change during a Registration procedure or trigger a notification towards the UE of the change of the supported Network Slices using an RMUE configuration update procedure as specified in TS 23.502 [3], clause 4.2.4(which may trigger a Registration procedure). The Network provides the UE with a new Allowed NSSAI and Tracking Area list. The UE responds with the UE configuration update complete message.
NOTE 1:	The details of the RM procedure used to notify the UE of a changes of the supported NSSAI are to be defined.
In order to change the set of S-NSSAIs being used, the UE shall initiate a Registration procedure as specified in clause 5.15.5.2.1.1.
Change of set of S-NSSAIs to which the UE is registered (whether UE or Network initiated) may lead to AMF change subject to operator policy.
NOTE 2:	Changing the set of Network Slices accessible by the UE could result in terminating ongoing PDU sessions with the original set of Network Slices if these slices are no longer used; some Network Slices are still retained, potentially.
Editor's note:	The conditions under which PDU sessions belonging to Network Slices that are being disconnected can be maintained and supported by other Network Slices are FFS.
Editor's note:	The condition under which the UE is able to request the change of the Network Slices, and what it is able to request, are FFS.
[bookmark: _Toc480388589]5.15.5.2.3	AMF Relocation due to Network Slice(s) Support
During a Registration procedure in a PLMN, in case the network decides that the UE should be served by a different AMF based on Network Slice(s) aspects, then the AMF that first received the Registration Request shall redirect the Registration request to another AMF via the RAN or via direct signalling between the initial AMF and the target AMF. The redirection message sent by the AMF via the RAN shall include information for selection of a new AMF to serve the UE.
For a UE that is already registered, the system shall support a redirection initiated by the network of a UE from its serving AMF to a target AMF due to Network Slice(s) considerations. Operator policy determines whether redirection between AMFs is allowed.
If the network does not allow the direct redirection between AMFs, or if the target AMF is isolated from other AMFs, the network, which decides to redirect the UE due to S-NSSAI(s) change, sends the updated/new S-NSSAI(s) to the UE using a network-initiated deregistration procedure, which includes an indication for the UE to initiate an Registration procedure with the updated/new S-NSSAI(s). The UE then initiates the Registration procedure with the updated/new S-NSSAI(s).
[bookmark: _Toc480388590]5.15.5.3	Establishing connectivity PDU session to the required Network Slice Instance(s)
The establishment of a PDU session in a Network Slice to a DN allows data transmission in a Network Slice. A Data Network is associated to an S-NSSAI and a DNN.
The network operator may provision the UE with Network Slice selection policy (NSSP). The NSSP includes one or more NSSP rules each one associating an application with a certain S-NSSAI. A default rule which matches all applications to a S-NSSAI may also be included. When a UE application associated with a specific S-NSSAI requests data transmission, then:
-	If the UE has one or more PDU sessions established corresponding to the specific S-NSSAI, the UE routes the user data of this application in one of these PDU sessions, unless other conditions in the UE prohibit the use of these PDU sessions. If the application provides a DNN, then the UE considers also this DNN to determine which PDU session to use.
If the UE does not have a PDU session established with this specific S-NSSAI, the UE requests a new PDU session corresponding to this S-NSSAI and with the DNN that may be provided by the application. In order for the RAN to select a proper resource for supporting network slicing in the RAN, RAN needs to be aware of the Network Slices used by the UE.
The AMF selects an SMF in a Network Slice instance based on S-NSSAI, DNN and other information e.g. UE subscription and local operator policies, when the UE triggers the establishment of a PDU session. The selected SMF establishes a PDU session based on S-NSSAI and DNN.

* * * * End of Changes * * * *
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